附件一

互联网医院服务平台三级等级保护测评

项目用户需求

一、项目概况

为进一步贯彻落实《关于印发互联网诊疗管理办法（试行）等3个文件的通知》（国卫医发〔2018〕25号）要求，推动医院互联网医疗服务健康有序发展。现阶段，接入广东省互联网医疗服务监管平台需要互联网医院信息系统《信息系统安全等级保护任务告知书（回执）》《信息系统安全等级保护备案证明》，故依据《中华人民共和国网络安全法》《信息安全等级保护管理办法》的相关要求，对梅州市中医医院互联网医院服务平台进行网络安全等级保护测评，包括：安全技术测评，安全管理测评，工具测试，编制系统安全整改方案等。

二、项目内容及需求

1.系统调研与定级梳理

依据《信息系统安全等级保护定级指南》（GB/T22240-2008）的要求，遵循规范的流程，形成定级建议书。

|  |  |  |  |
| --- | --- | --- | --- |
| 序号 | 待测系统名称 | 安全保护等级 | 备注 |
| 1 | 互联网医院服务平台 | 三级 |  |

2.提供等级保护测评服务

根据定级梳理结果，按照《信息安全技术网络安全等级保护基本要求》（GB/T 22239-2019）对上述系统进行信息安全等级保护现状测评。

安全技术测评：包括安全物理环境、安全通信网络、安全区域边界、安全计算环境、安全管理中心五个方面的安全测评；

安全管理测评：安全管理机构、安全管理制度、安全管理人员、安全建设管理和安全运维管理五个方面的安全控制测评。

3.出具测评报告和整改方案

根据测评过程中发现的安全隐患，遵循适度安全原则，提出信息系统安全等级保护整改建议，出具测评报告和整改方案。根据测评报告和整改方案系统地进行整改，整改工作是对信息系统完善的过程，通过建立整改方案和有效的整改工作，使系统能够进一步完善，达到等级保护的要求。

4.交付内容

供应商须从科学、公平、公正的角度编制测评测试报告，最终协助用户完成定级、备案，并出具最终测评报告等。项目实施完成后，应提交包括但不限于以下交付物：

《信息系统等级保护备案表》；

《信息系统等级保护定级报告》；

《信息系统测评方案》；

《信息系统等级测评报告》；

项目实施过程中的其他材料等。